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SECURITY-SENSITIVE RESEARCH FORM

This form is for submission with your research ethics application for student and staff projects when question 23 on the Risk Checklist has been answered ‘yes’.

	Name:


	

	Project title:


	

	Research supervisor name:

(for student projects)
	


Does your research fit into any of the following security-sensitive categories?

	Section 1 – Research in security-sensitive categories
	YES
	NO

	1 
	Does your research concern terrorist or extreme groups?
If yes, please also complete the questions in section 2
	
	

	2 
	Is your research commissioned by the military?
	
	

	3 
	Is your research commissioned under an EU security call?
	
	

	4 
	Does your research involve the acquisition of security clearances?
	
	


	Section 2 – Research that concerns terrorist or extreme groups

Please complete this section if you answered yes to Q1 above
	YES
	NO

	The Terrorism Act (2006) outlaws the dissemination of records, statements and other documents that can be interpreted as promoting or endorsing terrorist acts.

	1 
	Does your research involve the storage on a computer of any such records, statements of the other documents?


	
	

	2 
	Might your research involve the electronic transmission (e.g., as an email attachment) of such records or statements?


	
	

	3 
	If you answered ‘Yes’ to questions 1 or 2, you must store the relevant records or statements electronically on a folder on the secure University drive (e.g., your personal (P) drive). The same applies to paper documents with the same sort of content. These should be scanned and uploaded. Access to these files should be protected by a password unique to you. You agree to store all documents relevant to 1 and 2 within this folder on the drive.
	
	

	4 
	You agree not to transmit electronically to any third party documents from this folder on the drive.


	
	

	5 
	Will your research involve visits to websites that might be associated with extreme, or terrorist, organisations?


	
	

	6 
	If you answered ‘Yes’ to question 5, you are advised that such sites may be subject to surveillance by the police. Accessing those sites from University IP addresses might lead to police enquiries. Please acknowledge that you understand this risk.

	
	


This document is based on the guidance by Universities UK, Oversight of security-sensitive research material in UK Universities: guidance (2012)

http://www.universitiesuk.ac.uk/highereducation/Pages/OversightOfSecuritySensitiveResearchMaterial.aspx#.VtbJTk3cuUk
